**Worst Hacking Attacks In The USA (2018)**

Cyber attack. No matter how you describe the recent attacks against Sony Pictures, management was not ready. No target is every ready, but the industry is defensible with aggressive, proactive, close cooperation with the U.S. Government.

No doubt cyber attacks against the United States will become more prevalent. Individuals, groups or countries that do not have the means to attack us physically will turn to the Internet as an alternative. Attacks are easy to deny and pinpointing responsible parties is extremely difficult.

US Defense officials announced that Cyber Command was aimed at Russian agents to prevent them from interfering in the 2018 mid-term elections.

More huge data breaches

The cyber attack on the Equifax credit agency in 2017, which resulted in the theft of social security numbers, birth dates and other data about almost half of the American population, was a cruel reminder that hackers think a lot about goals.

Facebook

Even large social media platforms can be hacked. On 27 September, Facebook became the victim of a violation when hackers exploited three bugs that put the data of at least 50 million users at risk. Although no private messages or credit cards were made, Facebook stated that hackers had received personal information such as your name and place of birth from your profile page. Vulnerabilities seem to have been introduced in July, allowing hackers to access tokens for many accounts, but Facebook does notice this only in September.

Conclusion

Computer hacking and cybercrime are now the daily reality of our world and create a black market for billions.